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# 金融敏感信息包括 手机号，银行卡号，名字，生日 ，身份证号

## 金融账号name与密码

定期修改金融登录账号和密码。

## 生日 ，身份证号 难以修改

## 二级敏感信息， 可能套出一级信息的，家属关系与名称，地址等

# 敏感文件的识别

## 使用文件名搜索 移动集中化存储

## 文件内容全文搜索》文件名搜索集中

现在gdriver搜索，然后根据名字归类分区管理集中到一个地方，加密

## 增加文件名标识 scrthi 来提取集中保存

# 敏感文件的处理

## 标识 增加scrthi标识

## 集中存储0nopub scrthi fnc sstv info

## 过期文件销毁

## 脱敏与加密

# 检查手机pc 备份U盘等加密处理

## 手机相册 note不要保存敏感信息

## Pc要使用efs加密

## U盘使用rar加密 ，或也用ntfs efs加密

# 敏感文件类型 find by type

## 证件卡号本身备份文件

## Sms note备份，可能保护金融敏感信息

## 劳动合同 保密协议 合作协议等可能保护sid

## 各种合同协议可能yousid

转让物品协议

# Other

## kinsoft的office back目录要加密

C:\Users\ati\AppData\Roaming\kingsoft\office6\backup

## keep里面不要存储金融信息，因为可能导出备份的

搜索google keep，，takeout 来挪动keep备份文件到安全文件夹

## 提前声请几大app吧位置站住

## 金融app使用单独的手机号

## 防止危险POS机/ATM机 泄露银行卡号

## 黑区不要刷卡，防止泄密

## 刮掉银行卡号 vcc号码

# Ref

Atitit 手机sim卡丢失预案pc cp lost precase